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Annotanusi. B onepammonnoii cucreme (OC) Astra Linux kpome TpamuiuonHoro s OonbmmHCcTBA OC
JCKPEIIMOHHOTO YIIPaBJICHHS JOCTYIIOM ee mopcuctemoi 6ezomacHoct PARSEC peamusyroTess MeXaHU3MBI
MaHzatHoro koHTpoins nenoctHoctd (MKL) m manmatHoro ympasienust poctymom (MPJ]). C yderom
MHoOroo0Opasus umeronuxcs B ganHoit OC cymrHocTel (00beKTOB JocTyna, (pailiioB, KaTanoroB, COKETOB U p.)
U CyOBEKTOB (IIPOLIECCOB) ATH MEXaHU3MBI HMEIOT CIIOXKHYIO JIOTHKY (PYHKIIMOHUPOBAHHUS, 3aTPYAHSIIOLIYIO UX
TECTHPOBAHHUE C UCIOIB30BaHHEM BPYUHYIO ITOJIrOTOBJICHHBIX TECTOB. Bimsier Ha po6ieMy HE0OX 0TUMOCTD
BBIMTOJTHEHUS TIPOLIECCOB pa3paboTKH Oe3omacHoro nporpammuoro obecneuerus (I10) ams coorerctBus OC
Astra Linux TpeGoBaHHsIM BBICIIHX KJIACCOB 3aIlUTHI ¥ YPOBHEH HoBepHs. BMecTe ¢ TeM B 0CHOBE MEXaHH3MOB
MKIL u MP/] stoit OC ucnons3yercst MaHAaTHAsE CyOTHOCTHO-posieBast J{I1-Momens yrpaBieHus: JOCTYIIOM H
uHpopmarmoHHbIMU oTokamu B OC cemeiictBa Linux (MPOCIJI [II1-mMonens), onrcaHHast B KJIACCHYECKOM
MaTeMaTHYeCKO HOTauuu H B (HOpMalM30BaHHOM HOTaUMH Ha s3bIke (opmaipHOro merona Event-B.
ABropamu pazBuBaercs pekoMmeHnoBaHHbIT [[OCT P 59453.4-2025 moaxon K TECTHPOBAHHIO MEXaHM3MOB
yIpaBJIeHHs JOCTYIIOM Ha OCHOBE cOopa Tpacc cHCTeMHBIX BbI30BOB OC UM HX IepeBo/ia Ha 3bIK (OpMaTbHON
MOJIENIH C IIEJIBI0 TIPOBEPKU COOTBETCTBUS €l JIOTUKH (pyHKIIMOHWPOBAHHS MEXaHW3Ma yIpaBJICHUS JOCTYIIOM
OC. Pesynmbratam 3TOW pabOTHI MOCBSAIIEHA HACTOAIIAS CTAThs, B KOTOPOW, BO-TIEPBBIX, U3JI0KEHBI MTOTU
pa3paboTKu M BepU(UKALMK HCIOJIB3YEMOro I TECTUPOBAHHS HIDKHEYpoBHeBoro mpexacrasiaeHuss MPOCII
JIT-monenn (PARSEC-monenn), BEITOTHEHHOTO Ha s3bIKe (hopmanbHOTro Metona Event-B u npencrapmstormiero
(YHKIIMOHATBHYTO CTIEI(HKAINIO CBA3AHHBIX C YIPABICHUEM JOCTYIIOM CHCTeMHBIX Bb130BOB OC. Bo-BTOpBIX,
OIMMCHIBACTCSI CUCTEMa TECTHPOBAHUS, BKITIOUarommast Moxyib siapa OC it coopa Tpacc CHCTEMHBIX BBI30BOB, [10
JUISL UX TIpeoOpa3oBaHKs B MOJIEIBHBIE TPACcCHl, AaHUMATOP MOJIEIBHBIX TPACC, BHITIOJIHEHHBIH C IPUMEHEHHEM
HHCTpyMeHTanbHOTO cpenctBa ProB, m IIO mma dopmupoBaHmst pe3ynbTaToB TEeCTHPOBaHHS B (hopMmare
MHCTpyMeHTanbHOro cpenctsa Allure. B-TpeTbux, B cTathe paccMaTpHBACTCs MOJXOJ K HCIOJIb30BAHUIO IS
pacnapaiienuBaHus TecTupoBaHus TexHoioruu eBPF.

KiioueBble c10Ba: onepaiyioHHas cucTeMa; oneparnuonHas cucrema Astra Linux; MPOCJT ATT-moness; MeTon
Event-B; tecrupoBanue.
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Abstract. In Astra Linux operating system (OS), in addition to the traditional Discretionary Access Control,
its PARSEC security subsystem implements Mandatory Access Control policies such as Mandatory Integrity
Control (MIC) and Multilevel Security (MLS). Given the variety of entities (objects, files, directories, sockets,
etc.) and subjects (processes) available in a given OS, these policies often have a complicated logic of
functioning, which makes it difficult to test them using manual testing. This problem is especially aggravated
in the context of the necessity to fulfill the Security Development Lifecycle in compliance with the requirements
of the highest protection classes and trust levels established by the FSTEC of Russia regulatory documents.
Besides, the MIC and MLS policies of this OS are based on the mandatory entity-role model of access and
information flows security control in OS of Linux family (MROSL DP-model), described in the classical
mathematical notation and in the formalized notation using the formal Event-B method. Therefore, the authors
of this paper have developed and finalized the approach recommended by GOST R 59453.4-2025, taking into
account the specifics of current releases of Astra Linux OS, which consists of tracing system calls and
translating them into the language of the formal model in order to verify the compliance of the functioning
access control policies with the model. The results of this work are described in this paper, which, firstly,
outlines the results of the development and verification of the so-called lower-level representation of the
MROSL DP-model (PARSEC-model) used for testing, performed in the Event-B and in essence represents a
functional specification of access control-related system calls of the OS. Secondly, it describes a testing system
that includes the Linux Kernel Module for tracing system calls, software for their translation into model traces,
an animator of model traces using the ProB toolkit, and software for generating test results in the format of the
Allure toolkit. Thirdly, the paper considers approach to using eBPF technology for parallelizing testing.
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1. BeedeHue

TectupoBanue nporpammuoro obecrnedenust (I10) Ha BbIABICHME OTIIMUMIT MEXIy €rO peajbHO
CYIIECTBYIOIMMH M TpeOyeMbIMH cBoMcTBaMH (()yHKIMOHAJIBHOE TECTHPOBAHHE) COTJIACHO
T'OCT P 56939-2024 [1] siBnsieTcss HEOThEMIIEMOI YaCTRIO TIpoIiecca pa3padoTku 6e3omacHoro [10.
Peanmusanus aToro nporecca 0coOeHHO BaxkHa, Korja [10 BemonHsAeT QyHKINHM CPEeCTBA 3AIIUTHI
napopmanuu (C31), Hanprmep, SBISICH onepannorHoi cuctemoit (OC). KimtoueByro poib B TAKHX
C3U1 dacTo BBHIMONHAET MEXaHU3M yhpaBieHus jpoctynoMm. J[lng OomsmmHcTBa OC 3TO
JMUCKPEIIMOHHOE yIIpaBJIeHHe 10CTynoM [2-3]. Takoit MexaHU3M TOCTATOYHO IPOCT IS PeaTH3aiiu
U TIOHWMaHHUS, €ro TeCTHPOBaHWE, Pa3pabOTKa COOTBETCTBYIOUIIMX TECTOB, KaK IPaBWIO, HE
IpeacTaBILIoT 3aTpynHeHnid. Kpome Toro, B OC cemeiictB Linux niun Windows oH He mpeTeprieBait
CYILIECTBEHHBIX U3MEHEHHI B TEUEHHE AECATHIICTHH.

Bmecte ¢ TeM, 3amaya TECTHPOBAaHMS MexXaHHM3Ma ympasiieHHsS AocTynoM OC cymecTBeHHO
YCIIOKHSIETCS, KOTZla B HEr0 BKIIOYAIOT PEATH3alHI0 IPYTUX MHOJIWTHUK YHPABICHHS JIOCTYIIOM
TaKMX, KaKk MaHJaTHBIA KOHTPOJdb nenoctHoctd (MKII) mnm MaHmaTHOe ynpaBiieHHE TOCTYIIOM
(MPII). Ipumepom OC ¢ MKI] u MPJ] sBisiercss cepTHOUIIMPOBAHHAS MO YCTAHOBIEHHBIM
HopMaTtuBHBIMH JoKyMeHTamMu PCTOK Poccum [4] TpeOoBaHMSAM BBICHIMX KIIACCOB 3aLIUTHI U
yposaeii noBepust OC Astra Linux (onepannoHHas cuctemMa cliennagbHOro Ha3HaueHus Astra Linux
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Special Edition) [5-6]. Kak Bo muorux OC cemeiictBa Linux B 310it OC ynpaBjieHHe IOCTYIIOM
OCYIIECTBIIIETCS MEXIY CyOBhekTamMu (mporeccamu), QYHKIIMOHUPYIOIIUMH OT UMEHH JECSATKOB
WU JJa’Ke COTEH JIOKATBHBIX, CHCTEMHBIX HIIH 3aPETHCTPUPOBAHHBIX B JIOMEHE YUETHBIX 3alucel
MOJIb30BATENICH, K IIMPOKOMY CIIEKTpPY cymiHocteil (0O0BeKTOB aocrtyma, (aiioB, KaTaloros,
COKeTOB U Jip.). [Ipu 3ToM cyObeKkTam, y4eTHBIM 3aIHCSAM II0JIb30BATENe HA3HAYAIOTCSl YPOBHU
LIEIOCTHOCTU U YPOBHHU JocTyma, ucnonaszyeMmbie MKI[ u MPJ] mpuBuieruu, a CymHocTM —
YPOBHH LIEJIOCTHOCTU M YPOBHH JOCTYIA, clieluanbHble (rark. Bee nepeuncnenHoe 3aTpyaHseT
noHuMaHue Joruku ¢ynkiuonupoBanuss MKI u MPJ/I, ux TectupoBaHHe C HCIOJIb30BaHHUEM
BPYUYHYIO TIOATOTOBJICHHBIX TECTOB.

Hayunoii ocuoBo#i peanusaruun MKI[ u MPJ[ B OC Astra Linux sBiseTCs COOTBETCTBYIOIIAS
kputepusiv TOCT P 59453.1-2021 [2] mangatHas cymiHOCTHO-poseBas JII-Mozmens yrnpaBieHus
JnoctynoMm u nHdpopMmannonHsMu morokamu B OC cemeiictBa Linux (MPOCIJI AI1-monens) [3].
JlaHHas MOJEeITh ONMCaHA B IBYX HOTAIMAX: MaTEMATHIECKON (aHAIOTHIHO KJIACCHIECKUM MOJIEISIM
[7]) u, uro HambGonee Ba)XHO B KOHTEKCTE HACTOSIICH CTaThH, B (OPMAIN30BAHHON Ha SI3bIKE
¢dopmanproro Metoma Event-B [8-10]. MammHOYHTAEMBIH SI3BIK MTPEACTABICHUS MOJIEIH B 3TOM
HOTAIH 00ecreunBacT BO3MOXXHOCTD BhImoHeHU pekomeHnanmii [OCT P 59453.4-2025 [11] u
MPUMEHEHUs1 anpoOupoBaHHOro moaxona [12-13] mo aBTOMAaTH3MPOBAaHHOMY TECTHPOBAHHIO
MexaHn3Ma yrpasieHus goctynoM OC, 3aKToyaromerocs B coope Tpacc CHCTEMHbIX BbI30BoB OC,
UX TepeBoJie Ha s3bIK (DOPMAJBHOW MOJENN C 1IEJbI0 HPOBEPKH COOTBETCTBHSI €M JIOTHKH
(YHKIMOHMPOBAHUSL 3TOrO MeXaHHM3Ma. Takoil IMOJXO0J, BO-NIEPBBIX, OTBEYAET peaM3yeMOi
«'pymmoit Actpa» (OOO «PycbUTex-Actpa») eaAnHONH METONOJOTUU pa3pabOTKH 0E30I1acHOTOo
cuctremHoro 110 [14], Bo-BTOpEIX, cokpammaeT pecypcesl Ha Tectupoanue MKI[ u MP/] o mepe
pacimpeHus ux QyHKIUA, U3MEHEHHs UX IPOTPaMMHOT'0 KOJ1a, a, B-TPEThHX, [T03BOJISIET YUUTHIBAThH
Momudukanuu, BHOcuMble B MPOCII JII1-mozxens, xotopas cormacHo pekomermammsm ['OCT P
59453.3-2025 [15-16] Takxke peryaspHo gopabarbiBacTcs U pa3BuBaercs [17].

CrnenyeT OTMETUTh, YTO HEMOCPEJCTBEHHO cOOTBeTCTByMoMmIee onmucanuto MPOCII [I1-monenu B
MaTeMaTHYecCKOil HOTaMM €€ onucaHne B (opManu3oBaHHOW HOTanuu (HA3BaHHOE
BEPXHEYPOBHEBBIM ) TI03BOIIACT coriacHO pekomeHmammsM ['OCT P 59453.2-2021 [18] nexykTuBHO
BepH(UIIMPOBATH MOJIENH C IPUMEHEHIEM HHCTPYMEHTalbHOTro cpeactea Rodin [10, 19]. Ograko
UCIIONIb30BaHUE TAaKOTO BEPXHEYPOBHEBOTO OINMCAHWS MOJENIM HANPAMYIO JUIS  3aJa4d
ABTOMATH3MPOBAHHOTO TECTHPOBAHMS HE SBISIETCS BO3MOXKHBIM B CHIIy €ro aOCTpPakTHOCTH, a,
UMEHHO, B HEM HE OOECIIeYMBAEeTCSi TOYHOE COOTBETCTBHE IIPOTPAMMHOMY KOIY CHCTEMHBIX
BbI30BOB si7pa OC u noacuctemsl 6ezonacHoctd PARSEC, peanuzyromeit MKI u MPJl B OC Astra
Linux. B cBs3u ¢ osrtum Ha s3sike QopmanbHoro wmerona Event-B Obuto paspaborano
HIDKHEYPOBHEBOE TIpejcTaBieHre Mozenu (HazBaHHOe PARSEC-monensio), KoTopoe Mo3BOIHIIO
OPUMEHUTh TOJXOJ, M3JT0KeHHbIH B [12-13], W ucmons30BaTh pa3pabOTaHHBIE €r0 aBTOPAMH
MHCTPYMEHTAJbHbIE CPEACTBA. B ToM umcie, 111 MOHUTOpA CUCTEMHBIX BBI30BOB OB IMPHMEHEH
crenuanbHeli Moxyib siapa OC, MCHONB3YIOMMNA MEXaHHU3MBl MHCTPYMEHTAIIMH HCIOJIHSIEMOTO
koma Kprobes, Kretprobes mu oTmpaBmstommii monydeHHble WM JaHHBIE MOHHTOPHHIA B
HoJB30BaTesIbeKoe nmpoctpancTBo OC [uIs fanbHERIIETro UX MpeoOpa3oBaHus B MO/IEIIBHBIE TPACCHI
1 MX aHUMAIlUY C TPIMEHEHHEM HHCTpYMEHTanbHoro cpenctaa ProB [20].

BwMmecre ¢ TeM, gaHHBINA TOJX0] UIMEET HEKOTOPbIE HEAOCTATKH. Bo-1epBhIX, paspaboTka Moaynei
anpa OC Bceraa conpspkeHa ¢ PUCKOM — OIIMOKa B €ro MPOrpaMMHOM KOJIE MOXKET 3HaYHUTEIIHbHO
noBnuATh Ha nosegeHue OC, B TOM dyucie NMPUBECTU K €€ Kpaxy. Bo-BTOpBIX, Takue MOmyIu
TPeOYIOT KOMNWISIIMK TOJA Kaxaylo Bepcuro supa OC, 4TO 3HAYHMTENBHO YCIOXHSET IPOIIEcC
aBTOMaTU3HPOBaHHOTO TecTUpoBaHus OC ¢ HECKOIBKUMH MOJAEPKUBAEMBIMH BEPCUSAMU sifpa (K
takuM OC otHocutcst u OC Astra Linux). B-TpeTbnx, MOHUTOP CHCTEMHBIX BBI30BOB HE 00samaeT
(yHKIMEH OJHOBpEMEHHOro cbopa HMX Tpacc IS HECKOJIBKUX IIPOIECCOB, UTO 3aMeIIseT
TECTHPOBAaHUE W 3aTPYyIHSET pa3BEepPThIBAHHME TECTOBON HMHGPACTPYKTYpPHI B Cpele HENPephIBHOM
pazpabotkn u umHTerpammu OC (CI). Hakonem, Tekymias peaiu3anus MOHHUTOpPa CHCTEMHBIX
BBI30BOB HE OTCIIeKHMBaeT oOpamieHus npukiagHoro 10 k moacucteme 6e3omacaoctn PARSEC
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TIpY U3MEHEHUH YPOBHEH KOHPUICHIIMATHLHOCTH U IIEJIOCTHOCTH (METOK 0€30MacHOCTH) KOMITOHEHT
OC.

B cBsI3U ¢ M3JI0KEHHBIM aBTOpPAMHU CTaThbU OBUI pACCMOTPEH MOAXOJ K MPHUMEHEHUIO TEXHOIOTHH
eBPF, mpencrasisromeii co60ii albTepHATHRY 3arpyKaeMbIM MOAYIIIM sifpa. JlaHHAs TEXHOIOTHS
paHee MPUMEHSUIAch AT TPACCUPOBKH CETEBBIX IMAKeTOB [21], 1 U1 aHaIn3a MPOU3BOAUTEIBHOCTH
OC [22]. B mactosimee Bpems: eBPF Taxoke mpuMeHseTcs B TAKUX CHCTeMaX MOHUTOPHHTA CPEICTB
BUpTyanu3auuu Ha yposHe sapa OC, kak Tetragon, Falco u Tracee [23-25].

TakuM o0Opa3oMm, cTaThsd OpraHW30BaHa CIEAYIONIMM oOpa3oM. B cienyromem pasgene
paccMaTpHBaIOTCSl Pe3yNbTaThl pa3paboTKu M BepH(HUKAINWU HIDKHEYPOBHEBOTO IPEICTABICHUS
MPOCJI Jll-monenun (PARSEC-mopmenu). B pasa. 3 onmceiBaeTcss cuUcTeMa TECTUPOBAHHS
noacuctemsl Oe3omnacHoctH PARSEC OC Astra Linux. B pasa. 4 ananusupyercs Hoaxon K
npuMeHeHunto TexHosoruu eBPF mist paciumpenust pyHKINOHATBHBIX BO3MOXKHOCTEH 3TOH CHCTEMBI
TECTUPOBAHMSI, B TOM YHCIIE 33 CUET €ro paclapajuleiBaHus. 3aKJII0YeHNE 3aBepIIaeT CTaThio, B
HEM TOJBOJSATCS UTOTU BBIIIOJIHEHHBIX HCCIEJOBAaHUN M pa3pabOTOK, a TaKKe paccMaTpHBAIOTCS
JTaTbHEHIINE HANIPaBICHUS UX Pa3BUTHUS.

2. HuxHeypoeHesoe npedcmaeneHue MPOCJ1 All-modenu (PARSEC-
modersb)

MPOCIJI AIl-Mozaemns SBISIETCS. OCHOBOW IS pealln3allii MEXaHu3Ma yrpasieHus goctynoM B OC
Astra Linux. B maremaTrueckodd U (opMaTN30BaHHOW HOTAIIUSAX MOJENb HUMEET HepapXuiecKoe
MIPEJCTaBICHAE W BKIIOYACT COTJIACOBAaHHOE OMHCAHHE POJIeBOro ympasieHus poctymom (PY],
npencrasisromero mrataoe 11t OC cemeiicTBa Linux IHCKpPEIMOHHOE YIIPaBICHUE TOCTYIIOM),
MKI] u MP]] [3]. B o6eux nortamusx cormacao 'OCT P 59453.1-2021 [2] mMozesnp BKIHOYACT
ONHCaHHE COCTOSHMH W MPaBHUI IIepexojila MEXIY COCTOSHUAMH aOCTpaKTHOTO aBTOMAra,
COOTBETCTBYIOIIETO MOJUTHKAM YIPaBICHHUs A0CTyoM, peanusyembiM B OC Astra Linux.

Kak y>xe ObIJI0 OTMEUEHO, HEMOCPEICTBEHHO cooTBeTcTRYoMee onmucanuio MPOCII ITI-mMonenu B
MaTeMaTHYeCKON HOTAI[MK €€ BEpXHEypOBHEBOE MpE/CTaBlIieHHe B (JOPMAIIU30BAHHOM HOTAIMU Ha
si3pike (popmaspHOTO MeToaa Event-B goctarouHo abcTpakTHO. B HeM He yUUTHIBAIOTCSI HEKOTOPHIC
0COOEHHOCTH TPOTPAMMHOW peanu3anuy yhpasieHus noctynom B sjape OC um moacucreme
6esomacuoct PARSEC, sBrstroreiicss moaynem Ge3omacuoctr siqpa — Linux Security Module
(LSM) [26]. HanpuMmep, OHK ONIEpUPYIOT HE aOCTPAKTHBIMU CYIIHOCTSIMH (0OBEKTaMH JIOCTYIA) U
cyObeKkTaMu, a (haiIOBRIMHU JECKPUNITOPAMHU, HHACKCHBIMH JeCKpUNTOopamu (inode) w OpyruMu
cucreMabiMu kKomnoHeHTaMu OC. Taroke peanmu3oBaHHBIC B siape OC 00pabOTYMKU CHCTEMHBIX
BBI30BOB (BBITOJTHSIOIINX ONICPAINH HAL (paiiilaMu, KaTaJIOTaMH, IIPOLIECCAMH, YIS THBIMU 3aITUCIMH
MoJIb30BaTeNIell) MO0 CBOEMY (PYHKIIMOHAIY OTIMYAOTCA OT MX ONHMCAHUS B COOTBETCTBYIOIIUX
mpaBWiIax MpeoOpa3oBaHUS COCTOSHHUNA  a0CTPaKTHOTO aBTOMaTa B  BEPXHEYPOBHEBOM
MIPECTaBICHUN MOJICTIH.

UToOBI MPHOIM3UTH OMIICAHUE MOJICNH B (POpMaNn30BaHHON HOTAITUH K IPOTPAMMHON pean3anui
ynpasieHus: mocryrmom B sape OC u moncucreme OesomacHoctn PARSEC, a takke co3maTth
YCIIOBUSL JUIS IPUMEHEHHUSI ATOTO ONMCAHUS B CUCTEME aBTOMAaTH3MPOBAHHOI'O TECTUPOBAHMS, Ha
Event-B 6su10 paspaborano HmkHeypoBHeBoe npexacraBienne MPOCII AIT-monenu (PARSEC-
MOJIEITh ), KOTOPOE 10 CYTH SBISETCS (YHKITMOHATBHOU crienndukaeir oopaboTINKOB CHCTEMHBIX
BBI30BOB B sijipe OC u noacucteme 6e3omacHoct PARSEC. Bribop Event-B no3Bonw, Bo-TiepBbIX,
COXPaHUTh MPEEMCTBEHHOCTh TEXHOJIOTHIA OMMCAHUS U BEPU(PHUKAIINN MOJIEIH C CTIOJIb30BaHHBIMH
JIJIsl €€ BEPXHEYPOBHEBOTO MPEJICTABICHUS, 4, BO-BTOPBIX, MPUMEHHUTD MOJIX0/1, U3JI0)KECHHBIH B [12-
13], xoropslii Takke 6a3upyercst Ha Event-B.

PARSEC-Moniesib aHalOTHYHO BEPXHEYPOBHEBOMY IPEJICTABICHUIO C NPUMEHEHHEM TEXHUKU
norrarooro yrounenus (refinement) Event-B [8] umeer wnepapxuyeckoe mpeacTaBieHue,
BKJIIOYAIOIIEe TPH YPOBHS, COOTBETCTBYIOIINE KIIFOUEBBIM [UIsl peKMMOB 3amuiieHHoctn OC Astra
Linux monutrkam ympaBieHus JO0CTYyIoMm [6]:
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o TlepBrlit ypoBeHb — «ba3oBblit» («Openy), TMCKPEITMOHHOE YIIPaBIEHUE TOCTYIIOM;
e Bropoii ypoBens — «YcuieHHbli» («BopoHex»), MaHIaTHBIA KOHTPOJIb IIEJIOCTHOCTH;
e Tperuii ypoBeHb — «MakcuManbHbI» («CMOICHCKY»), MAHAATHOE YIIPABICHIE JOCTYIIOM.

Kaxnplii ypoBeHb NMPENCTABIEH COOTBETCTBYIONIIMMHU KOHTEKCTaMHu (contexts), ONMHCHIBAIOIIMMHU
CTaTW4eckne KOMIOHEeHTH Mmozenupyemoir OC, m mammHamu (machines), BKITIOYarOUIMHU
ONHCAaHUS COOTBETCTBYIOIIMX CHCTEMHBIM BBI30BaM COOBITHH (events) W HHBapHaHTOB
Oe3omacHoctH (invariants).

PARSEC-Mozens conepKuT OnrcaHue CIEeAYIOMMX COOBITHH (CHCTEMHBIX BBI30BOB): Open, openat,
mkdir, chmod, fchmod, fchmodat, chown, fchown, fchownat, chdir, fchdir, getxattr, setxattr, link,
execve, umask, exit, close, unlink, rmdir, fork. B Heli Taxke MpPHCYTCTBYeT ONHCAHUE COOBITHA
chlbl, xoropoe coorBercTByer ¢yHKIEM Sys chlbl, Bxomsgmeii B wuHTEpdeic MOICHCTEMBI
6e3omacaoctr PARSEC u no3Bossromneil i3MeHATh YPOBHHU IETIOCTHOCTH U KOHQUICHIINAIEHOCTH
cymHocTH (aitna nim xaranora).

CrouT OTMETHTH, UTO Ha TEKyIIHii MOMEHT PV /], ommmcanHOE B BEpXHEYPOBHEBOM IIPEICTABICHUN
MPOCIJI [l1-moaenu, siBHO He peanu3oBaHo B OC, 1 mosToMy ero popManu3anus OTCyTCTBYET B
HwkHeypoBHeBo PARSEC-monmenn. Kpome Toro, B HeM OTCYTCTBYIOT HEKOTOPBIC
HECYILIECTBCHHbIE, HO CIIOXKHBIC A1 MOJECIUPOBAHHS AJIEMEHTHl JAUCKPELIMOHHOTO YIIPaBIICHUS
JOCTYNOM (HampuMep, paclIdpeHHbIe CIHUCKH KOHTposs noctyma Access Control Lists — ACL),
MOCKOJIEKY OHHM HE MHTEPECHBI IIPH TECTHPOBAaHUH moacucTeMsl 6ezomacHocTi PARSEC.

T.k. HanOosplllee 3HAUEHHWE NPH TECTUPOBaHMM ymnpamineHus poctynmoM B OC Astra Linux
NPE/ICTABIISIOT €€ COOCTBEHHBIE MEXaHU3MBI 3alllUTHI, TO Jajee OyIyT pacCMOTPEHbI PE3YJIbTaThl
paspaboTku BTOporo u Tpetbero ypoBHeit PARSEC-monenu, cootBetctBytomux MK u MP/I, Tem
Goutee, 4TO OOJIBIIIASE YACTH IEPBOrO YPOBHs ObLIa OMUCAHA B paMKax ucclienoBanmii [12-13].
IlepbiM marom npu Mmoxenupoanun MKI[ B PARSEC-Monmenu cranmo ommcanue ypoBHEi
nenoctHoctd. B OC mporpaMmHas peanusaiys KaKI0ro YpOBHS LEJIOCTHOCTH COCTOUT U3 JBYX
YacTeill: HenepapXxu4ecKoro ypoBHs (KaTeropuii) enocTHOCTH (Macku 32 OUT) U JIMHEHHOTO YPOBHS
[EIOCTHOCTH (3HAKOBBIX MENbIX 4ucenl oT -128 mo 127). Hampumep, ypoBeHb NEIOCTHOCTH
0x00000002:-128 cooTBETCTBYET HemepapXxumdeckoMy ypoBHIO «Bupryammsamms» 0x00000002 (B
COOTBETCTBYIOIIEH Macke OWT HEHYJEBOH TOJBKO BTOPOH OWT) U MHUHHMAJIbHOMY JINHEHHOMY
ypoHO -128. IlosTomMy B Momenmu [is CyOBEKTOB (MPOLECCOB), CYITHOCTEH ((ailmoB wim
KaTaJoToB) M YYETHBIX 3alMCEeil MOoib30BaTeNeil 3aJaHbl 0 Mape COOTBETCTBYIOMIMX (YHKIMH,
Harpumep, pynkuuu Entitylnt u EntityLinearInt s cymnocreid (JIuctunr 1).

[Nockomneky ¢opmansnbeiii Meton Event-B He momnepskuBaer OWTOBBIE ONEpalvyl HAJA LEIBIMA
grcaamu, To B PARSEC-Monenn MHOKECTBO HEHEpapXHUECKHX YpOBHEH IeNocTHOCTH Integrity
3a7aH0 KaK MHOXKECTBO BCEX IIOJIMHOXECTB HECYIIEro MHO)kecTBa (carrier set) Int, ajeMeHTHI
KOTOPOTO MPEACTABISAIOT CO00H MO3UIMK OMTOB B JBOMYHOM IIPEICTAaBICHUH IEJIOT0 yncia. Takoe
OIMCaHUE TO03BOJISIET BBIPA3UTh IPOTPAMMHYIO peai3alnio OMTOBOM MAacku B TEPMHHAX TEOPUH
MHOXKECTB, TJIe KaXXJoMy OUTY OyZIeT COOTBETCTBOBAaTh HyMEpOBaHHAs KOHCTaHTA U3 MHOKeCTBa Int.
Hamnpumep, 3HaueHu0 Henepapxuueckoi ypoHs uenoctHoctd 0x0000003f (qBoMyHOMY 3HaUSHUIO
Obl111111, a mecaTHYHOMY 3HAYEHUIO 63 — MAKCUMAILHOMY 0 YMOYaHHIO YPOBHIO IEJIOCTHOCTH
max_ilev B OC Astra Linux) OyaeT cooTBeTcTBOBaTH MHOXKECTBO KOHCTAHT {Intl, Int2, Int3, Int4, Int5,
Int6} € Integrity. CpaBHEeHHe JTIOOBIX IBYX HEHEPAPXUUECKUX YPOBHEH LIEIOCTHOCTH B TAKOM CITydyae
€CTECTBEHHO BBIPAXKAETCS C MOMOILBIO ONepanuil u3 Teopun MHOXkeCTB. Tak kak B OC 3HaueHue
JIMHEWHOTO yPOBHS IIEJIOCTHOCTH OTPAaHUYCHO OJHUM OalTOM M SIBJISIETCSI 3HAKOBBIM YHCIIOM, METOJT
Event-B nosBossier onpenenuTth THI TakoW KOHCTaHTHI Kak WHTEpBan -128 .. 127, n cpaBHeHHe
JIMHEHHBIX YPOBHEH IEJIOCTHOCTH B JAHHOM Ciydae OyAeT COOTBETCTBOBATh CPAaBHEHHUIO IIETIBIX
YHCeIL.

Bropeim marom npu mozpenupoBanuu MKI[ B PARSEC-mozmenu crtano omnucaHue MHBapUaHTOB
cocTostHAH. J{J1s1 IprMepa pacCMOTPHM MHBAapHUAHT, KOTOPHIA YCTaHABIUBAET TPEOOBAHMUS K YPOBHAM

25



Devyanin P.N., Zhiliakov S.S., Smirnov A.l. Testing the Astra Linux OS security subsystem based on a formalized description of the access
control model. Trudy ISP RAN/Proc. ISP RAS, vol. 37, issue 6, part 2, 2025. pp. 21-36.

LEJOCTHOCTH CyOBbEKTa W CYLIHOCTH NpH JOCTyne Ha 3amuch (Jluctuer 2). B atom ¢parmente
HCTIOJNIB3YIOTCS CICAYIOIUE ()YHKIIUH:

® SubjectFDs —3amaet ass mporecca ero (aiioBble JECKPUTITOPHI;

e FDFile — oToOpaxaeT (ailJIoBBIN JECKPUIITOP Ha COOTBETCTBYIOLINH (haii;
e FDFlags — 3amaeT mia (QainmoBoro meckpunropa ¢uard, ¢ KOTOPHIMH OBUT OTKPBIT

COOTBETCTBYIOIIUH (hailir.

sets
Int
ENTITIES

constants
Integrity
LinearIntegrity

axioms
@Integrity type: Integrity = P(Int)
@LinearIntegrity type: LinearIntegrity = -128..127

variables
Entities
EntityInt
EntityLinearInt

invariants
@Entities type: Entities & ENTITIES
@EntityInt type: EntityInt € Entities - Integrity
@EntityLinearInt type: EntitylLinearInt € Entities - LinearIntegrity

Jlucmune 1. @ynxyuu EntityInt u EntityLinearint.
Listing 1. Entitylnt u EntityLinearInt functions.

@SubjectAccessObject Write:
V s, fd s » fd € SubjectFDs A FDFile(fd) € Entities \ Containers A
(O_WRONLY € FDFlags(fd) V O_RDWR € FDFlags(fd)) =
EntityInt (FDFile (fd)) &€ SubjectInt(s) A EntityLinearInt (FDFile (£fd))
SubjectLinearInt (s)

A

Jlucmune 2. Hneapuanm ycmanosku mpedo8aHutl K ypOSHAM Yel0CMHOCHU.
Listing 2. Invariant for setting integrity level requirements.

B OC ¢axt mocryna Ha 3ammch nporecca K HeKOTopoMy (aiily MOXKHO OIPENETUTh MO HAINIHIO
JIECKPUNTOPa 3TOTO (haiiina B MHOMKECTBE (DAIIIOBBIX JECKPUIITOPOB 3TOTO MPOLIECCa,  TAKKE HATMUHS
¢maroe O_ WRONLY mwm O_RDWR, ¢ koTopbiMu ObLT OTKPHIT 3TOT (paitir. Kpome Toro, T.K. aapo
OC orpannunBaeT moxydeHue (airoBoro AECKpHUIITOpa K KaTalory ¢ JOCTYIIOM Ha 3alHCh (B TAaKOM
ciygae Beigaetcs ommoOka EISDIR), To paccMatpuBaeMblii HHBApHAHT BKIIFOUACT TOIBKO MPOBEPKY
JIOCTYIIOB Ha 3amuch mporecca K ¢ainam. Takum o0pa3oM, WHBapHAHT II03BOJISIET BBIPA3UTh
npoBepsieMoe B OC yCloBHE COTJIACOBAaHHOCTH YPOBHEH IEIOCTHOCTH Tiporiecca W (aiiima mpu
HAJIMYUH K HEMY JIOCTYTIa Ha 3aIIMCh — YPOBEHb IIEIOCTHOCTH MPOIIECcca JODKEH ObITh HE HHXKE YPOBHS
LEJIOCTHOCTH (haiina.

IToce KOHTEKCTa M MHBApPHAHTOB OBUTH ONMCAHBI COOBITHS (CHCTEMHBIE BBI3OBHI). [l yymoOcTBa
Bepudukannn PARSEC-mozmenu u ee MCTIONB30BaHMSA B CHCTEME TECTHPOBAHUS U HEKOTOPBIX
cucteMHbIX Bb130BoB OC 3a1aBaiich 110 Ba coObITHs. Hampumep, [t cucteMHOro Bei3oBa sys_chlbl
Obutn omucansl coObITHA: chlbl container — mIs W3MEHEHMS YPOBHS IIETIOCTHOCTH CYIIHOCTH-
KoHTeifHepa (katainora), chlbl object — mig M3MeHEHHs YPOBHS LETOCTHOCTH CYITHOCTH-OOBEKTa
(daiima). Takoe paszaeneHue OOYCIOBIEHO HAJMYWEM Yy KaTaJloroB M (aiyioB cHenu(pUIHbIX
napamerpoB MKII. B ux umcne ¢uar SILEV wucnomasemoro daiina, KOTOpBIH 33aeT MOPSIOK
AKTHBHM3ALMK U3 HEro MpOIEecca ¢ YUYeTOM YPOBHEH LEOCTHOCTH 3TOro (aiina ¥ y4eTHOH 3alncH
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THI0JIb30BATElIs], OT UMEHH KOTOPOH aKTHBU3HMPYETCs IpoILecc (3TO MO3BOJIET MpOLeccaM B CECCHU
YUYETHOH 3alliCH NOJIb30BATelIs ¢ HU3KUM YPOBHEM LISIOCTHOCTH 3aIlycKaTh HEKOTOPBIE IPOLECCHI,
KOTOPBIM ULl BBIIOTHEHHS UX (DYHKIHI HEOOXOJMM BBICOKHI TEKYIIHHA YPOBEHb LIEIOCTHOCTH; TaK C
nomomnpto ¢uara SILEV mnomewaercst uMcHoNHsEeMbId (aill KOHCOJNBHOM yTHIMTHI passwd,
3aIyCKaeMOW JUIsi M3MEHEHHs IapoJisi HHU3KOILIEJIOCTHOW YYEeTHOW 3alMcH I0JIb30BaTelisi, oOpa3
KOTOPOTO XpaHWTCS B O0JaJaiolleM BBICOKUM YPOBHEM LEJIOCTHOCTH (aitne «/etc/shadowy).
IMostomy coObitue chlbl container comepXuUT chelManbHyl0 mepeMeHHyr0 passed silev,
UCTIONB3YEeMYIO JUIsl IpeJoTBpalieHus ycranoBku (urara SILEV Ha kaTanoru, 1 cOOTBETCTBYIOIINE
IIBa OXpaHHEIE ycroBws (guard):

@grdl0: passed silev € BOOL
@grdll: passed silev = FALSE

Takum 00pazoM, eciii B CHCTEME TECTUPOBAHMUS Ha dTalle TPAHCISILIMU CUCTEMHON TPacChl B COOBITHS
PARSEC-monenu 3Hauenne nepemeHHoi passed silev Oyner ycraHoBieno TRUE (uro B OC
COOTBETCTBYET TOMY, YTO Ha KaTaJlor JieJlaeTcsl HombiTka ycraHoBuTh uiar SILEV), To Bo Bpems
aHMMaI|u Tpacchl ycioBue (@grdll He OyzmeT BBINOJIHEHO, YTO OYAET CUTHAIM3HUPOBATH O
pacxokIeHUH IporpaMMHOH peanm3arn noacucteMsl 6ezomacHoctn PARSEC u PARSEC-monemn.
Amnanormyao npu monenupoanrmn MKI onmcriBatotes npyrue ¢aaru ¢aitnos (SSI) u karamoros
(IINH, IRELAX, SSI) [27].

Jns  BemonHeHWsT WHBapuaHTOB Oe3omacHOocTH B PARSEC-mMozenn B COOBITHSX —ONMCAHBI
COOTBETCTBYIOIIIE OXpaHHBIC YCIOBHS. Tak HCTHHHOCTh PAacCMOTPEHHOTO HHBAapHaHTa
@SubjectAccessObject Write B cOOBITHH OTKPHITHS CYIIHOCTH ((paiina mim Katajora) open_exists
o0ecreunBaeTCsi OXpaHHBIM yCIIOBHEM, MOKa3aHHBIM B Jluctunre 3.

@grd24:
(O_WRONLY € flags V O RDWR € flags) =
(file € Containers A IRELAX (file) = TRUE) V
((file € Entities \ Containers V (file € Containers A IRELAX(file) = FALSE)) A

EntityInt(file) & SubjectlInt (proc) A
EntityLinearInt (file) < SubjectLinearInt (proc)
)

Jlucmune 3. Oxpannoe yciogue omkpvimus ¢gaiina.
Listing 3. File open guard condition.

Tpernit  ypoBenb PARSEC-momemn cootBerctByer MPJ[. B ero pamxax ypoBHH
KOH(HJIECHIINABHOCTH (JIOCTYTIA) CYIIHOCTEH, CyOBEKTOB M YUSTHBIX 3aIMCel MOIb30BaTeNield ObIH
3a7aHbl AHAJIOTUYHO YPOBHSM LIEJIOCTHOCTH, T. K. OHHM TAaKXKe COCTOSAT M3 JIBYX YacTeil: JTMHEHHBIX
YpOBHEH KOH(MACHIIMATEHOCTH M HEMEPAPXUIECKHX YPOBHEH (KaTeropuii) KOH(GHICHIHAILHOCTH.
Taroke anamormyao ypoHI0O MK 3amanel crermaneuble ¢uarm cymmuocteit (CCNR, EHOLE,
WHOLE) [6].

[lpu ommcaHMM WHBAapHAHTOB COCTOSHUH AaKLIEHTHPOBAJIOCH BHUMAHHME Ha Te W3 HHX, KOTOpBIC
otpaxator MP/I. Hanpumep, B mro6oif MoMeHT yaKnmonupoBanmst OC HUKaKOU Mporiece He TOIHKEH
MMETb JIOCTYII Ha YTeHHE K (aiiily WM KaTajJory ¢ ypoBHEM KOH(HAESHINAIEHOCTH OOJIBIINM, YeM
YPOBEHB JOCTYIA Ipolecca (32 NCKIIOUEHUEM CIIydaeB HAJIMYWs y Iporecca JIM0O crenuaibHBIX
npusmieruii PARSEC CAP _IGNMACLVL u PARSEC CAP IGNMACCAT, o0beanHEHHBIX B
PARSEC-monenu B MHO)ecTBO PARSEC CAP IGNMAC, nu0o moiHOMO4H# CyNeprioib30BaTesist
root W MakCUMalbHOTO ypoBHsA menocTHoctn Highl, mozBomstonmx emy Hapymarts MPJI).
Wnnroctparus nana Ha Jluctunre 4.

Taroke 1711 IpuMepa BBHITTOJTHEHHE 3TOT0 MHBAapHAHTa B COOBITHH OTKPBITUS CYITHOCTH ((aiiima min
KaTajora) open_exists Obu10 00ecrie4eHo OXpaHHBIM YCIIOBHEM, IOKa3aHHBIM Ha JIuctunre 5.

B wurore paspabotkn PARSEC-mozmenu, BBIIOTHEHHE BCEX HMHBAaPHWAHTOB COCTOSIHHHM OBIIO
JEAYKTHBHO IOKa3aHO MPH BepH(HKALUHK C IPUMEHEHHEM HHCTPpyMEHTalIbHOTO cpenctda Rodin [19].
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@SubjectAccessesConf Read:
Vs,fd + s » fd € SubjectFDs A FDFile(fd) € Entities A s € Subjects A

(O_RDONLY € FDFlags (fd) V O RDWR € FDFlags (fd)) A
- (PARSEC_CAP_IGNMAC < SubjectCaps(s)) A
- (SubjectUser (s) = ROOT_USER A SubjectInt(s) = HighI A SubjectLinearInt(s) 2 0)

= (EntityLev (FDFile (fd)) < SubjectLev(s) A EntityCat (FDFile(fd)) & SubjectCat(s))

Jlucmune 4. Ilpogepxa npag oocmyna u HaIU4us NpUsUIeUll.
Listing 4. Checking access rights and privileges.

@grd26: (O RDONLY € flags V O RDWR € flags) =
(EntityLev (file) < SubjectLev (proc) A EntityCat (file) & SubjectCat (proc)) V
(PARSEC_CAP IGNMAC & SubjectCaps (proc)) V
(SubjectUser (proc) = ROOT _USER A SubjectInt (proc)=HighI A
SubjectLinearInt (proc) =0)

Jlucmune 5. Oxpannoe yciogue omxpulmusi CywHocmu (gaiinia unu kamanozaa).
Listing 5. Entity (file or directory) open guard condition.

B 3akmroueHnm paszmena OTMETHM, 9TO B [28] OBUIO CKa3aHO O TOTEHIMATFHONH BO3MOXKHOCTH
pa3pabotkn PARSEC-momenu myreM YTOYHEHHS HANPSAMYIO BEPXHEYPOBHEBOTO IIPEICTABICHHS
MPOCIJI All-mMonmemu B popManu3zoBaHHO# HOTarmu. OJHAKO TaKOW MOAXOJ KPATHO YBEINYHMBACT
ciokHOCTh MogenH. [Tloaromy mpu paspadborke PARSEC-mMozenu aBTopamu HacTosIIei cTaTby OBLT
HCTIONTb30BaH 3KCIEPTHBIA MOAXOJ, BKIFOYAIOIIUIA B ceOs TIOCTPOCHHE MO Ha OCHOBE aHAIN3a
BepxHeypoBHeBoro mpencrasienus MPOCJI JI[I-monenn B 00eux HOTALMAX, a TaKke aHann3a
ucxonuoro kona ssapa OC Astra Linux n nmoxcucremsr 6e3onacHoctr PARSEC.

3. Cucmema mecmupoeaHusi nodcucmembi 6ezonacHocmu PARSEC OC Astra
Linux

Cucrema TectupoBanus (puc. 1) peanu3yeT aBTOMAaTHYECKYIO MPOBEPKY COOTBETCTBUS MOBEICHUS
noacucteMsl 6e3onacHoctd PARSEC n HimxHeypoBHeBoro mpeactasiaenus MPOCII All-monenu —
PARSEC-monenu. [Ipu 3ToM 3a ee 0CHOBY ObLiIa B3siTa cUcTeMa, onucanHas B [12-13].

[TpumMeHeHne cucTEMBI TECTUPOBAHUS BKIIIOYAET BBINOJIHEHNE CJIETYIOIINX [Iar0B:

1. TloxroroBka HAYAITEHOTO OKPYKEHHS CHCTEMBI TECTUPOBAHMS, BKIIFOUaromas HacTpoitky OC
Astra Linux, co3maHue COOTBETCTBYIONIMX (DaiIOB, KaTajJOroB, YYETHBIX 3alHCei
nosb30Bateneit, 3aaanue ux napamerpos MKIL u MPJ1.

2. Coop u coxpaHenue mHCTpyMeHTOM gather info mHboOpManMu 0 HavyaILHOM OKpYXEHHU
CHCTEMBI, KOTOpPOE ObLTO C(OPMUPOBAHO Ha miare 1.

3. 3arpyska Moxyss monitor B IPOCTPAHCTBO SIpa, M 3allyCK BCIIOMOTaTEJbHOTO Ipoliecca
umonitor JJist B3aMMOZAEHCTBHS C HUM.

4. 3amyck TecTa, BKJIIOYAIOIIEro Bo3zeiicTBus Ha moxacuctemy OesomacHoctn PARSEC, u
3alKCh PEe3yJIbTATOB MOHUTOPHHTA TECTHPYEMOTo mpolecca B 0a3y AaHHBIX (IIOTydYeHUE
CHCTEeMHOM Tpacchl TECTUPYEMOTO TIpoIiecca).

5. Co3zganue MOJENBHOM Tpacchl C MOMOIIBI0 HHCTpyMeHTa mediator U3 CHCTEMHON TPAaccHl,
MOJIyYEeHHOM Ha 11are 4, 1 Ha4aIbHOTO OKPYKEHHS, TOJTy4SHHOTOo Ha mare 2.

6. AHuMmaius Tpacchl, MOJyYeHHOH Ha mare 5, ¢ ucnojib3oBaHuem PARSEC-monenu u
HHCTpyMeHTabHOrO cpenactsa ProB [20], mpeoGpasoBanue ee pe3yiabraroB B (opmar
mnatgopmsl Allure [29] ¢ momompio ckpunta allure report.py.

7. TlomydeHue BHIBO/Ia O COOTBETCTBUH MOBeIeHUsI TecTupyemoro mporiecca B OC Astra Linux
U pe3yNbTaTaMy aHUMAIWH Ha [are 6 ero MOAEIbHON TPacCH.

B KOHTEKCTE HACTOSIIETO MCCIIEM0BAaHMs 110 CpaBHEHUIO ¢ [12-13] Gbuin qOpabOTaHBI PSJT [IArOB.
Tak mpu cOope HaHHBIX O HAYaJHbHOM OKPY)KEHHH CHCTEMBI Ha IIare 2 Ba)KHOH COCTaBIISIOLICH
ABISIFOTCS  3HA4YeHWs crenuainsHbIX ¢umaroB MKI[ wm  MPJ], ypoBHell mneiIoCTHOCTH U
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KOH(QUICHIINATBLHOCTH (IOCTyTa) (PaiioB M KaTaJIOTOB, YUETHBIX 3alUCEH TOIh30BaTeNeH (Ha 3TOM
JTamne He cCOOMpAroTCs MmapaMeTpsl mporeccoB). I 3TOro JaHHBIE O 3HAYCHHUAX (PIaroBs, ypoBHEH
LEJIOCTHOCTH U KOH(UICHIHATLHOCTH (haiiia WM KaTajgora M3BJCKAIOTCS M3 UX PaCUIMPEHHBIX
aTpuOyTOB; a JIJIsl YYCTHOM 3aIUCH MOJIb30BATENS — U3 COOTBETCTBYIOIIMX €€ UACHTUPHUKATOPY uid
(aiimoB B katanorax /etc/parsec/micdb (ypoBeHb IienocTHOCTH) u /etc/parsec/macdb (ypoBeHb

JIOCTyIa).
gather_info

Ilpoctpancreo | [loaszoBaTennckoe
Anpa | mpocTpancTso

monitor
(MomymE A7pa)

umonitor

Tpacca cUCTeMHBIX

A

PesymeTar aHMManuu
FroB erlay
>
Y

i || ST | iy || S

Puc. 1. Cxema cucmemsl mecmupoganusi.
Fig. 1. Schematic diagram of the testing system.

MoHuTOprHT Ha miare 4 ocyuecTBisiercs ¢ moMomplo Monyns sapa OC ¢ mpuMeHeHHeM
MEXaHM3MOB HHCTpyMeHTaluK ucnosHsemoro koga Kprobes u Kretprobes. ITpumeuarensHeiM 1uist
paccMaTpuBaeMOil CHCTEMBI SIBISIETCS TO, YTO MOMHMO CTaHJAPTHBIX CHCTEMHBIX BBI30OBOB OBLI
peanu3oBaH nepexBar ¢GyHkuuu mojacucrembl OezomacHoctd PARSEC — sys chlbl. Kak 6buio
OTMEUEHO B MPEbIAYIIEM pa3ziese, 3Ta GYHKIHS SBISETCS MHTepeHcoM Il N3MEHEHHUS YPOBHEH
LEJIOCTHOCTH U KOH(UIeHIHambHOCTH (aitioB n karanoroB. HecmoTpss Ha (yHKIHOHAJIBHOE
CXOJICTBO CHCTEMHBIX BBI30OBOB SYS_Setxaltr (mpegHa3HadeH Uil YCTAHOBKH paCIIMPEHHBIX
arpubyroB) u Sys_chlbl, nasmauenme mocmemuemy otmenpHOro cobeitust chlbl  yopormaer
Bepudukanuio u nenaet cTpykrypbl PARSEC-Monenn 6oiee TOHATHBIMA.

WHCTpyMEHT TpaHCIISIMY TPace Ha Iare S npeodpaszyeT CUCTEMHBIE TPACChl B MOJIENIBHBIE C YUETOM
ocobennoctelt OC Astra Linux 1 PARSEC-monenu:

® OuTOBBIE MacKH, COOTBETCTBYIOIIME HEHUEPapXMUYECKUM YPOBHAM  (KaTErOpHsM)
LEJOCTHOCTH M KOH(QUICHINAIBLHOCTH, OTOOpaKaroTCsi B MX 3a/JaHHBIE C ITOMOIIBIO
MHOKECTB YKBUBAJICHTHI;

® crenualjbHbIe q)narn HUHTEPIPETUPYIOTCA KaK UMCIOIINE 6yJ'I€BLI 3HA4YCHUA,

® COOBITHSI BEIOMPAIOTCSI B 3aBUCHMOCTH OT THIIa 00pabaThiBaeMOi CYIIHOCTH — (aiia Wiu
KaTaJor.

Ha »srame TpaHCJISIIUA oco0oe BHHUMaHHE yaeasaeTcsa 06pa60TI<e KOMIIOHCHT M3 HaydaJlIbHOI'O
OKPYKCHUSI CHUCTEMBI. CO3,HaHI/IC 9TUX KOMIIOHGHT Ha mare 1 He 0T06pa>1<aeTc;{ B BHIC

29



Devyanin P.N., Zhiliakov S.S., Smirnov A.l. Testing the Astra Linux OS security subsystem based on a formalized description of the access
control model. Trudy ISP RAN/Proc. ISP RAS, vol. 37, issue 6, part 2, 2025. pp. 21-36.

MIOCJIEI0BATENILHOCTH CHCTEMHBIX BBI30BOB B CHCTEMHOH Tpacce, M MH(pOpManuio o TOM Kak OHH
OBLTIH CO3aHBI M CKOH(GHUTYPHPOBaHBI HEOOXOJUMO BBIBOJANTH U3 UX PE3YJIBTHPYIOIIETO 110 UTOTY
BBINTOJTHEHM Iara cocrosHus. Hampumep, mycTs npu cozganuu (aifna B Katanore B Ha4aaIbHOM
OKpY)KCHHHM TpPUCYTCTBYeT Katanor /foo u daiin /foo/bar ¢ MakcHMalbHBIMU YPOBHIMHU
nenoctHoctd Highl (B OC Astra Linux emy cOoOTBETCTBYyeT CHCTEMHOE 3HaueHHe max_ilev, 1o
ymomuanuio pasroe 0x0000003f:0, T.e. mecatuuHoMy 3HaueHHto 63). Takke mMycTh Ha KaTajor
/foo/bar He ycTaHOBIEHBI HUKaKue crenuaibHble (iard. [Ipu ommOOYHON TpaHCISIUU MOXKHO
MPEoNIOKUTh, 4To (aiin /foo/bar 6b11 co3aan ¢ ypoBHeM nenoctHoctd Highl, Hacnenys ero ot
poautenbckoro karajgora. OnHaKO Takoe HACIEJOBAaHHUE BO3MOXHO TOJNBKO B Clydae, €ClId Ha
KaTtayor ObuT ycTaHoBINeH crienuanbHbIi ¢uar [INH. Takum obpa3om, coObITHe co3manus ¢aiina
/foo/bar HEOOXOIMMO paccMaTpPHUBATH KaK ITOCIENOBATEIBHOCT NIBYX COOBITHH open_create
(cucTeMHBI BBI3OB open, co3matommid ¢aitm) m chlbl object (ycranaBnmBaeT Ha (aiiin ypoBeHb
uenoctaoctu Highl).

Kak ormeueno B paborax [10, 30] ProB kak WHCTpyMEHTaIBHOE CPEICTBO, HCIOIB3YEMOE ISt
aHMMALMX TPacc Ha mare 6, UMEeT psifi OrpaHWIEHHH, OHO U3 KOTOPBIX — HEBO3MOXKHOCTB pabOTHI C
MHOKECTBaMH  OOJBIIION MOIMHOCTH (W3-3a IPOOJIEMBI «KOMOWHATOPHOTO B3pbIBa»). Takoe
OTpaHWYEHUE HE MO3BOJISIET Hcnoib3oBaTh B PARSEC-mozmenu Hecymiye MHOXECTBAa, TOYHO
COOTBETCTBYIOIINE HEUEPAPXIMUECKUM YPOBHAM (KAaTErOPHSM ) LIETOCTHOCTH ¥ KOH(PHUICHINATBHOCTH,
MIOCKOJIBKY B MporpaMMHoii peanusaiuu OC OHM IIpeACTaBiICHBI B BUE MacOK pazMepoM 32 u 64
OuTa, COOTBETCTBEHHO. [109TOMY Ha miare 5 ais AanbHeWIeld KOPPEKTHOH aHWMAIMK MOJEIbHBIX
Tpacc UCHOIb3YIOTCS Ype3aHHbIE HECYIe MHOXKECTBA JUI HEHepapXUIeCKUX YPOBHEH (KaTeropuii)
LETIOCTHOCTH ¥ KOH(QHUICHINATBHOCTH — § OHT.

Camu Tectbl 11 mara 4 ObuM COPMHUPOBAHBI B COOTBETCTBUH C BepxHeypoBHeBoii MPOCJI AI1-
MOJIENBIO B MaTeMaTHYECKON HOTAllUH, T. K. UMEHHO B Hell popmanmzoBano omucanne MK u MP/],
peammzyemoe B OC Astra Linux. B ocHOBe cHCTeMBbI TECTHPOBAHHUS UCIIOIB3YETCS (PPEHMBOPK pytest
[31], xOTOpBIil MO3BOJISIET aBTOMATH3HPOBATh €€ KOH(PUI'YPHPOBAaHKE, 3aIlyCK, & TAKIKE «OUHUCTKY
rociie oueperHoro tecta. Kakplid TecT npeacTaBisieT co00i HCIIONHAEMBIH CKpHIT Ha s3b1ke Python
W 33/1a€T ONHMCaHWe mnocienoBarenbHocTH AeicTBuii B OC (co3nanue, ynaneHue, YTeHHe, 3aIlich,
BBITIOJIHEHNE, N3MEHEHHE YPOBHEH IIEIIOCTHOCTH M KOH(pHAEHIHAILHOCTH (ailiioB n kataioros). B
HacToslIIee BpeMs IOJIHOTa TECTUPOBAHWS B OCHOBHOM OOECIIEYMBAETCS SKCIIEPTHBIM aHAIN30M
MPOCIJI AI1-mMonenu, HO B OyAyIIEeM IDIaHUPYETCS CO3aBaTh TECTHI C MPUMEHEHHEM (hOPMAaTbHOTO
ommcanusi PARSEC-Mozeny i OLCHKH ITOKPHITHS €€ MHBAPUAHTOB M OXPAHHBIX YCIOBHUA COOBITHIA.
Tako# MOaX01 COOTBETCTBYET PEKOMEH/AIIHMSM TI0 OIIEHKE MOKPHITUS (popManbHbix Momeneit OCT
P 59453.4-2025 [11] u BkmroyaeT B ceOs CO3JaHHME TECTOB C HCIIOJIB30BAHHEM CTPYKTYPHBIX
9JIEMEHTOB crienuduKanuu coobiTHi Mojien. HarmpuMep, paccMOTpEHHOE B MPEABIAYILEM pasJielie
oxpaHHOe yciioBue @grd26 coObIThs open_exists HEOOXOMMO Pa3OUTh HA TU3BIOHKTHI U 00CCIICUYUTh
MHHHUMAJIbHOE TECTOBOE IOKPBITHE, IIPH KOTOPOM Ka)KAbIM ANM3IBIOHKT XOTS OBl pa3 MPHHUMAET
snadeHue vuctuHa (TRUE).

Ha mare 6 qaHsbIe 0 MPOBEICHHOM TECTHPOBAHHH peodpa3yroTes B popmar miathopmsr Allure [29],
JUTSL 9€TO Pe3yIBTAT KAXKIOTO TeCTa TpPaHCIUpyeTcs B crieruanbHbIi JSON-0OBEKT.

[Ipn aHanm3e pe3ysbTaTOB TECTUPOBAHUS HA IIare 7 HaMOOJBIINHA WHTEPEC MPEICTABIIOT TECTHI,
3aBepIIMBIIAECS Heyaadel. [l ero OCyIecTBICHHS OTYET O KaXIOM TaKOM TeCTe JIOJDKEH B IBHOM
BHJIC YKa3bIBaTh HA COOBITHE M OXpaHHBIE YCIOBUS (guards), KOTOpBIE B HEM ObLIM HapymIeHsl. [l
yrpouenust padotsl ¢ PARSEC-Mozenbio OOJBIIMHCTBO OXPAaHHBIX YCJIIOBUI MMEIOT CCHUIKY Ha
cootBetcTBytonue ycinoBus B MPOCJI [III-mMonenu B MaTeMaTHYeCKOM HOTanuu. Takum oOpazom,
JUISL TECTOB, 3aBEpIIMBINMXCS Heypadeid, B ordere Allure ykaspiBaroTcst cieyrouiye TaHHbIE:
CHCTEMHasi 1 MOZIeNbHas Tpacchl; uMs coobiTis B PARSEC-mMozeny; naentidukarop HapymeHHOTo
OXPaHHOIO YCJIOBHS; IPEAUKAT, COOTBETCTBYIOIIMII OXPaHHOMY YCIOBUIO; KOMMEHTAapHi,
yKa3pBarOImuii Ha TO, Kakoe ycimosue MPOCJI JII1-monmenu ObLIO HAapyIIEHO. DTO TO3BOJSCT
YIOPOCTHUTH aHAIN3 OIIMOOK, T.K. OH He TpeOyeT IrIyOOKOTo «IOTPY)KEHHS» B I€TaJH OIHCAHUS BCEH
PARSEC-mozenn.
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4. [TpumeHeHue mexHosio2uu eBPF Onsi pacnapannenueaHusi mecmupoeaHusi

B ocHOBe crucTeMbl TeCTHPOBaHMsI, PACCMOTPEHHOH B IIPEBIIYIIEM pa3zeie, JIeKUT MOy b monitor
sapa OC, ocylecTBIAIONIMNA MOHUTOPHHT TECTUPYEMBIX MPOLECCOB ¢ MPUMEHEHHEM MEXaHU3MOB
Kprobes u Kretprobes. On nepexsatbiBaeT BbinojHenne GpyHkuui sapa OC, 4To no3BossieT coouparhb
JaHHble 00 OSTHX (YHKUMSX, BKJIIOYas apryMeHTHI, C KOTOPHIMH OHHM OBbUIM BbI3BaHBI. Jlyist
B3aMMOJICHCTBHS C MOJIb30BaTEIBLCKUM MpocTpancTBoM OC 3TOT MOayib siipa ucnons3yet Netlink-
COKETBI.

Takoll moaxox K peanu3allud CHCTEMbl TECTUPOBAHUS HMEET psA CIOXKHOCTeH. Bo-mepBbix,
KOMIWJIALMS U pabOTOCIIOCOOHOCTh MOIYJIsl OyIyT OTIMYAThCs IPH pa3HbIX Bepcusx sapa OC. Bo-
BTOPBIX, IPH TEKYINEH peaan3ayi CHCTEMbI TECTUPOBAHNUS OIWH MOIYJIb Spa CIIOCOOEH BBITIOIHATD
MOHHTOPHHT TOJBKO OJHOTO TIponecca. B-TpeTsux, OmmMOKH, NOMyIICHHbIE NPH HAMCAaHUU KOJa
MOJYJISL SIIpa, MOTYT HETATUBHO BIUSTH Ha paborocrocooHocts OC B 1esiom.

[TosToMy B KauecTBE albTEPHATHBBI MOIYJNIO SIpa B CHCTEME TECTHPOBAHMS aBTOpaMu ObLI
pa3paboTaH MOHHTOP CHCTEMHBIX BBI30BOB Ha OcHOBe TexHomormu eBPF [22]. Dra Texnomorms
MO3BOJISET 3aITyCKaTh CIIELHAIH3UPOBAHHBIE IPOrPAMMBI B IPHBUIETHPOBAHHOM KOHTEKCTE, TO €CTh
Ha ypoBHe snapa OC. JlaHHBIE NPOrpaMMbl aKTUBH3HPYIOTCA INPH BO3HHUKHOBEHHWH HEKOTOPBIX
coOpITHii. Hanpumep, B KoHTEKCTE cOOpa Tpacc CHCTEMHBIX BBI30BOB MCTOUYHHKAMH TaKHX COOBITHH
MOT'YT BBICTYIaTh MexaHu3Mbl Kprobes, Kretprobes nim Kernel Tracepoints.

Texnonorus eBPF mpencrasisier co6oit BupTyansHyo MamuHy, nMeronryro 10 peructpos: RO-R9, n
OTHEJBHBIN yKa3aTellb Ha CIIACOK (ppeiiMoB cteka R10, TOCTYHBINA TOIBKO IS YTEHHS IIPOTPaMMaMHK
eBPF. [Ipu atom kaxnmas nporpamma eBPF uMeeT cBoii He3aBucuMEIiA cTek B 512 GaiiT. Peammsanms
BUpTyanbHOit MainHel eBPF B sinpe OC Bitouaet B ce0si kak nHTEpnperarop, Tak u JIT-komnunstop
CIELMAIbHBIX MAIIMHHBIX UHCTpYKLIU ¢BPF B MHCTpyKIMM JUIsl BBIIIOJHEHUS HENIOCPEACTBEHHO Ha
nponeccope. Bce mammuHble uMHCTpykuuu eBPF mpoxomsT mpoBepky B ero Bepudukarope,
MPE/CTABISIIONIEM co00i BCTpoeHHBIH B siapo OC CTaTHYCCKHA aHATM3aTOp KOJa, KOTOPBIA
NpeJOTBPALIAET UCIOIHEHHE IPOrpaMM C HEOE30MaCHBIMH OTIEPALMIMHE, TAKUMHU KaK HeOe30IacHbIe
oOpamieHus K MaMsATH WM IMKIbl ¢ HEOTPAaHWYSHHBIM YHCIOM HWTEpaluil. APXUTEKTypa Cpeibl
ucnonuenus: eBPF npencrasnena Ha puc. 2.

Jia xoMMmyHUKanuu Mexay nporpammamu €BPF u i nepenaun ux JaHHBIX B I0JIb30BaTENILCKOE
MPOCTPAHCTBO MCHOJIB3YIOTCS TaK Ha3biBaeMble KapTel eBPF. OHu npenctaBisior coboit oOmue st
HNpOCTPaHCTBa SApa M MONb30BaTeNbckoro npocrpanctea OC peanuzanuu CTpyKTyp JaHHBIX. C
UCIIONB30BAaHUEM 3THX KapT, MEpPeAaBaeMbIX B MOJIb30BATELCKOE MPOCTPAHCTBO B BHJE (aiIOBBIX
JECKPHUIITOPOB, MOXKET OCYILECTBIATHCS COXpaHEeHHe NaHHbIX mporpamm eBPF. Hanpumep, maccus
npon3BoibHOTO pa3Mepa (kapra BPF. MAP TYPE ARRAY) no3BomsieT 00XOQUTh OTpaHUYCHHUS 110
pa3mepy cTeka B 512 6alT ¢ menbio XpaHeH!s [UIMHHBIX CTPOK, a kapta BPF. MAP TYPE RINGBUF
— UCIIOJIB30BATh JUIs TIEPe/Iauy IAHHBIX B I10JIb30BaTEIbCKOE IIPOCTPAHCTBO KOJIbLEBOM Oydep. Taxxke
MOXKET OBbITh HCTIONb30BaHa Xa1-tabuuna (kapra BPF. MAP_TYPE HASH), nanpumep, B kKauecTse
MPOMEXYTOUHOTO Oydepa [Jsi XpaHEeHUs] aPrYMEHTOB CUCTEMHBIX BBI30BOB KOHKPETHBIX HPOLIECCOB
WJIH 1711 OCYILIECTBIICHUS! (DMIIbTPAMK IPOLIECCOB MO UX MICHTH(HKATOPaM.

s ynpasnenns nporpammamu eBPF B sape OC npemycMoTpeH crenuaabHbI CHCTEMHBIN BBI30B
bpf(), mo3BomsrOIMIT  B3amMoOmEcTBOBAaTh (CO31aBaTh, YAQIATh, HAXOAUTH JJEMEHTHI) C
COOTBETCTBYIOIIMMH KapTaMH M 3arpy)kaTb MporpaMMmbl. [Ipm 3ToM camum IpOrpamMMBbI
pa3pabaThIBarOTCs Ha 3HAYNTEIHHO OTPAaHNUECHHOM H3-3a BepuduKaTopa BapuaHTe s3pika Cu. Tak oHn
HE MOTYT BBI3BIBATh MPOU3BOJIBHEIE hyHKIHH siipa OC. BMecTo 3T0ro nmpeaycMOTpeH OrpaHNYeHHBIN
COCTaB JOCTYIHBIX «BCTIOMOTaTenbHbIX» (yHKImA [32]. TJoMHMO HEBO3MOXXHOCTH BBINIOJHEHUS
NPOU3BOJIBHBIX (YHKIMHM siqpa ¥ OrpaHHYEeHHH 0O pasMmepy creka Bepudukatopom eBPF
JIONOJHUTEIBHO NIPOBEPSIOTCS CIEAYIOIUE OTPAHUUCHHUS: BO-TIEPBBIX, BCE BBI3BIBAEMBIE B IPOrpaMme
eBPF ¢yHkimn nomkHsl ObITh BeTpamBaeMbIMH (inline), BO-BTOPBIX, BO3MOXKHO HCIIOJIB30BaHHUE
TOJBKO IUKJIOB C OTPAHUYEHHBIM YHCIIOM HTEpPAIHi.

31



Devyanin P.N., Zhiliakov S.S., Smirnov A.l. Testing the Astra Linux OS security subsystem based on a formalized description of the access
control model. Trudy ISP RAN/Proc. ISP RAS, vol. 37, issue 6, part 2, 2025. pp. 21-36.

Appo Linux

MHcTpyryum [ —
8BPF eBPF | (onuun anpa CONFIG_BPF_JIT)

[ |

Buixon

“BUpTyankHan MawmHa" eBPF

BcnomoratenbHbie dyHKUuMn

eBPF
64-BuTHbIE perucTpLI I T-kamnunsop)

WMCTOMHUKM COBLITHRA:
Kprobes
> € .
R7 " MawmHHbEe Kernel Tracepoints
HTEpnpETaTOp
MHCTRYRUMM
[Xpanmnmwe aankeix CunctemHble BbizoBbl eBPF ana
B3aWMOAEACTBMA C KapTamu:
R10/FP

Kapra eBPF Kapra eBPF BPF_MAP_LOOKUP_ELEM

1 n BPF_MAP_UPDATE_ELEM

BPF_MAP_DELETE_ELEM

Puc. 2. Apxumexmypa cpeodvt ucnonnenus eBPF.
Fig. 2. eBPF runtime architecture.

OmHuM U3 KIIOYEBBIX MpeumylecTB TexHomorun eBPF sBmsercs BO3MOXHOCTB cO31aBaTh
MIPOTrpaMMBl, He TpeOyroIne KOMIMIALHN I paboThI ¢ pasHbIMU Bepcusivu sipa OC (310 nemaercst
B cooTBeTcTBUH ¢ KoHIenwmeit Compile Once — Run Everywhere [33]). Takoii pe3ynsTat qocTuraercs
3a CUET HE «IIPSIMOTO» HCIIONBb30BAHHMS BHYTPEHHHX CTPYKTYp sigpa OC, a myTeM NpHUMEHEHUs
cnenuansHOro (aiima ¢ wmeramndopmanumeir popmara BTF (BPF Type Format), B xortopom
OTIpe/ieNIeHbl CHTHATYPHI BBI3BIBAEMBIX (DYHKIMH, a TakkKe MMEHA M JaHHBIE O CMEIICHHH MOJIei
cTpykTyp. OHaKO B CBOIO 04epe/ib AJst 3Toro Tpedyercs s11po OC ¢ COOTBETCTBYIOIINMHI aKTHBHBIMHU
napaMeTpaMu KOMIIWJISLIMM: CONFIG DEBUG INFO BTF u
CONFIG DEBUG INFO BTF MODULES. Otu napaMeTpsl yCTaHOBICHBI B OTJIQJOYHBIX A1pax
cemeiictBa debug OC Astra Linux, Haunnas ¢ penusza 2024 r. (1.8.1), u Ha cTaHIAapTHBIX ee sApax
generic, HaunHas ¢ penmsa 2025 roga (1.8.2).

B cucreme TecTHpOBaHUS MPH 3arpy3Ke MPOrpaMm ¢ moMoibio 6ubnmuoreku libbpf, B cBoto ouepenn
OCYIIECTBIISIIOILEH CHCTEMHBII BbI30B bpf(), Bepru(HrKaTOopoM MPOBOJUTCS UX CTATHYECKUN aHAIN3, U
B clTy4ae ycrexa OCyIIeCTBIISIeTCs Ha3HaueHHe UM 00paboTunkoB B sape OC, To eCTh HHUITHATU3AIIHS
COOTBETCTBYIOIIETO MEXaHW3Ma IepexBara coObITHil. Jlasee mpu BOSHUKHOBEHUH COOBITHS IlepexBara
NpoucxXoauT  Bb3OB  mporpammbl  €BPF,  koTopelii  compoBoXXZaeTcst  BBIIOJHEHHEM
TI0CJIeJOBAaTEeIbHOCTH JACHCTBHH, IIPE/ICTaBICHHBIX AnarpaMMoii Ha puc. 3. [Ipu 3ammycke caMux TecToB
B CHCTEME TECTHPOBAaHWS JUIl TOJydeHHs WH(OPMAIMU O CHCTEMHBIX BbI30BAaX HCIOJB3YETCS
MexaHu3M Todek TpaccupoBku saapa (Kernel Tracepoints): raw_syscalls/sys_enter — i1 TpaccupoBKr
apryMeHTOB CHCTEMHBIX BBI30BOB, raw_syscalls/sys exit — 1 monydeHHs UX KOJOB BO3Bpara M
niepeiavy IaHHBIX B KOJIBLIEBOH Oydep Uit YTeHHs IPOrpaMMOH T10JIb30BaTENIbCKOTO IIPOCTPAHCTBA.
[Ipu 3TOM A7 OJTyYeHHs TaHHBIX O 3HAYCHUSIX apTyMEHTOB (DYHKIMH ITOJICHCTEMBI 0€301TacCHOCTH
PARSEC, Takux kax ypoBHH LIETOCTHOCTH ¥ KOHPUASHITNATLHOCTH (JI0CTYTIa) MPOIIECCOB, (PaidoB 1
KaTaJIOroOB, a TaKKe IS MOJY4YeHHI MX (DaKTHYECKHX MMEH, UCIIONB3YIOTCS MexaHu3Mbl Kprobes u
Kretprobes. [lns coxpanenus qaHHBIX Mexay nporpammamu eBPF mcnonbiyercs: mpoMexyTouHBII
Oydep, mpeactaBisommii coboit xomr-tabmumy. Takum oOpasoM, pa3paOOTaHHBIH MOHHTOP
CHCTEMHBIX BBI30BOB MMEET BO3MOXKHOCTh 3aIIMCHIBATH TPACCY BCEX CUCTEMHBIX BBI30BOB TECTA.
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MNporpamma LSM-xyk
noNb30BaTeNIbCKOro Moacucrema CucTemMHbIN Moayns aapa MpoMexXyTOo4HbIR Konbuesown
npocTpaHcTea eBPF anpa Linux Bbi30B PARSEC 6ycdep 6ydep

3arpy3ka nporpamMmbl eBPF
1 TPacCMpPOBKN CUCTEMHOMO BbI30Ba
(libbpf)

Bepudumkaumsa
2 un JIT-koMNunaumna
nporpamMmsl eBPF

Ha3sHauyenue obpaboTunka
3 TouKe TPACCUPOBKN AAPa
(Kernel Tracepoints)

3arpy3ska nporpamm eBPF
Tpaccuposku LSM-xykos
Moayns sapa
(libbpf)

4

Bepudumkaums
5 u JIT-koMnunsumua
nporpamMmel eBPF

Ha3HayeHuwe obpaboTyunka
30HAay Aapa
(Kprobe/Kretprobe)

3anuce aprymeHTos
CWUCTEMHOrO BbI30Ba

g flononHenue aprymenTos
CUCTEMHOr O Bbi30Ba

3anuce
9 Kofla Bo3BpaTa
CUCTEMHOTO BbI30Ba

3anuck cobeiTna

10 8 KOonbueson bydep

1 YT1eHue cobbiTus
13 Konsuesoro bydepa

Puc. 3. Jluazpamma pabomei MOHUMOPA CUCMEMHDBIX 86130808 HA 0CHO6e eBPF.
Fig. 3. Sequence diagram of the eBPF-based syscall monitor.

B urore nmpumenenue texHonornu eBPF mo3Bomster pacimmputh (QyHKIHMOHATBHBIE BO3MOXKHOCTH
CHCTEMBI TECTUPOBAHMsI, B TOM YHCIE 32 CUET pacrnapallieIiBaHus TECTOB.

5. 3aknroyeHue

B HacTosmieil craTbe paccMOTPEHBI UTOTH COOTBEeTCTBYIOmMX pekomeHmauusM I'OCT P 59453 .4-
2025 wuccnenoBaHuMii U pazpabOTOK MO peamu3alii CUCTEMbl TECTUPOBAHHE TOACHUCTEMBI
6e3onacHocty PARSEC OC Astra Linux Ha ocHOBe HiKHEYpoBHeBoro npescrasinenus MPOCJIT AT1-
mozenu — PARSEC-monenu. Jlist aToro aBropamu Ob110 ocyinectsieHo onucanne PARSEC-monenu
Ha s3bIke popmanbHOTO Metona Event-B u ee Bepudukanus ¢ mpuMeHeHHEM HHCTPYMEHTAIBHOTO
cpeactBa Rodin. [lamee Ha ocHOBe pesynsTaTtoB [12-13] OpDTa pa3paboTaHa amanTHpOBaHHAS K
mogcucteMe OezomacHoctd PARSEC cucrema TecTupoBaHUs, OpUCHTHPOBAHHAS B TIEPBYIO OYepelb
Ha peammyemble B OC Astra Linux mexanmmel MK u MP/I. [dns noBeimeHus 3QPEKTHBHOCTH
paboThl ATOH CHUCTEMBI TECTUPOBAHMS B CTaThe MNPEIUIONKEH IOAXOA K HCIIONBb30BAHUIO I €e
pacniapajuienuBaHus TexHoaoruu eBPF.

B nanmbueiimem muanupyercsi npomoipkuth Jnopabotky PARSEC-monenn ¢ yderoM HM3MeHEHWH,
BHOCHUMBIX Kak B BepxHeypoBHeBoe npeacrasiaenne MPOCII JI1-Mozaenu, Tak 1 B IporpaMMHBIN KO,
noacuctemsl O6e3omacHoctn PARSEC OC Astra Linux. [lng cuctembl TecTHpoBaHHA OyayT
pa3pabaTbIBaThCSI HOBBIE TECTHI C ILENBI0 pacIIMPEeHns oxBaTa UMK GyHKIH Mexann3moB MKII u
MPJI. Kpome Toro, mpezmoaraeTcsi HCciaeJ0BaTh IPUMEHIMOCTE TexHosoruu eBPF st pazpaboTku
CHCTEeMbl MOHHUTOPHHTA B PEAIFHOM BpeMEHH (TO eCTh B ITaTtHO pabotatomeii OC mo aHanoruu ¢
texHoorue Run-Time Verification [34]) moxcucremsr 6e3omacaoctn PARSEC Ha cooTBercTBHE
PARSEC-mozenu.
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